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1. Overall Description:

SA3 thanks RAN2 for the LS on the authenticity and replay protection of system information. SA3 would like to provide the following answers.
· Size of the security information or feasible ranges for the size
Reply 1: Based on the current solutions of TR 33.809, the size of the security information is between 68 bytes and 58 kilobytes, which is estimated based on the mentioned algorithms of this TR. It’s just for information as there is no conclusion on the final algorithm to be selected.  
Moreover, could RAN2 give more clarification on the size impact?

· Latency requirements for the delivery of the security information
Reply 2: Could RAN2 give more clarification on the latency requirement? It refers to the transmission latency or something else? 
· How often and for how long the new information is expected to be sent
Reply 3: Preferably, security information is appended to the system information to be protected. For example, if only SIB1 is to be protected, the security information is expected to be sent together with SIB1. If more SIBs with different period are to be protected, it requires further discussion in SA3.  
· Whether all SI information or some part need to be protected
Reply 4: At least SIB1 needs to be protected. Other SI information might require protection, optionally.

· Whether the security information should be updated whenever any of the SIB contents change
Reply 5: Yes. The security information needs to be updated if the contents of an integrity protected SIB is changed.

2. Actions:

To RAN2
ACTION: 
RAN2 is kindly requested to take the above information into account.
3. Date of Next TSG-SA WG3 Meetings:
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